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Abstract: This guidebook defines a flexible common audit process that can be used by all interested parties in demonstrating compliance with the Code of Conduct to company management and regulators.

Background

In response to the EU’s directive on Privacy and Data Protection,  ICX (International Commerce Exchange) has produced a Code of Conduct on the Protection of Individuals with Regard to the Processing of Personal Data and on the Free Movement of Such Data. 

The Code of Conduct states: 

“To ensure that the policies, processes and procedures, introduced by an organisation to ensure compliance with the requirements of the Directive, are effective and are maintained to reflect changes within the organisation, periodic audits must be carried out.  An initial, in depth, audit should be performed as a priority.  Subsequent audits should be carried out annually…..”. 

Purpose of this Guidebook?

The guidebook helps de-mystify the process of providing privacy assurance. This is not an in-depth look into the rules, regulations and details but an easy to use, step by step process for demonstrating compliance with the ICX Code of Conduct.

These guidelines are a template on which to build an individual company plan to attain compliance through self-assessment and verification auditing. How this is implemented within an individual organisation is up to the organisation. A company should develop their own operating conditions with the help of these guidelines. They will then be in a position with their local regulatory body (of their own country) to seek advise that the measures they (plan to) take will comply with local laws. Thus taking an organisation a long way towards compliance and establishing “adequacy”, but it cannot be assumed to be the complete solution.

For a list of regulatory bodies in the European countries, check the European Commission’s website: http://europa.eu.int/comm/internal_market/en/media/dataprot/index.htm
So, for this guide to serve its purpose a good working order could be for you to:

1. read this guide;

2. look at your own business;

3. write your own operational policy or plan and

4. when in doubt, consult your local authority.
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SECTION 11
Web Sites

	
	
	No        25%     50%     75%    Yes

	11.1
	Does the organisation have a web site? If no go to section 12.
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	11.2
	Does the web site contain a Privacy Policy Statement which:
	

	
	
	a) is prominently displayed and obvious to anyone logging on to the web site?
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	b) States who the organisation is?
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	c) States what personal data is being collected?
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	d) States how it will be used?
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	e) States how long it will be retained?
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	f) Confirms limitation of use of IP address information?
	[image: image31.wmf]     [image: image32.wmf]    [image: image33.wmf]      [image: image34.wmf]    [image: image35.wmf]

	
	
	g) States whether or not it will be disclosed and if so to whom?
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